
Asset Management Plan Summary

Information 
technology 

Why we do it

We provide a range of tools to enable staff to carry out the 
Council’s statutory, regulatory and commercial business. 

Increasingly we’re providing self-service applications and 
web-hosted solutions to make it easier for people to work 
with us and to increase transparency. 

We enable internal and external communication, data 
collection and information sharing, monitoring and 
management of systems and infrastructure and we 
support all business activities across the Council.

Our main role is to provide technology advice and 
maintain services across a range of platforms to 
deliver the Council’s Digital Strategy programme. 
We are responsible for maintaining IT services  
and ensuring business service level expectations 
are met.

What we do

Asset management plans

Together, our 14 asset management plans present a 
detailed description of all the things – roads, cycleways, 
footpaths, pipes, buildings, vehicles, parks and so on – 
that the Christchurch City Council owns, across all areas 
of work, and how these ‘assets’ are planned, managed, 
operated and funded.

All our assets, collectively worth $16.8 billion, belong to 
ratepayers and are managed and operated on their behalf. 
Ensuring our assets are appropriate for the city’s needs 

enables us to deliver the services that make Christchurch 
and Banks Peninsula a great place to live, work and visit.

Asset management plans are technical documents. The 
summary documents give an overview of how we manage 
our assets through their lifecycles to ensure we deliver 
services in cost-effective ways.

For the first time, we have published these documents 
online as part of our commitment to transparency.



Where we’ve come from

For the past 30 years our role has been to provide in-
house services to support the use of information and 
communication technology.  

In 2010, Council moved to a more managed service 
environment. Initially this involved outsourcing 
management and maintenance of our server assets, 
using Infrastructure as a Service (IaaS) agreements. 

Over time, we have moved to include Software as 
a Service (SaaS), Telecommunications as a Service 
(TaaS) and a range of cloud based enterprise solutions 
to enable scales of economy to ensure expenditure 
provides value for money. 

Our assets
We own and manage hardware and software. Hardware 
is largely a mix of computer devices and screens, and 
software is a mix of individual licences, perpetual 
licensing, concurrent licences, software as a service 
and cloud services. Unlike other areas of infrastructure, 
technology (both software and hardware) generally has  
a short lifecycle.

Our issues and risks
Many of our risks have fairly clear-cut effects – either the 
service is available (customers can connect, transactional 
activities activity can still occur and staff can operate),  
or it’s not. 

IT’s areas of risk fall into three broad categories – 
demographic changes, natural events (earthquakes, 
tsunami, flooding and the effects of climate change) and 
globalisation. Our risk mitigations are set out in our Asset 
Management Plan.

Demographic changes 
• Increasing cultural diversity

 - Need for improved communication channels
 - Need to improve engagement levels

• A more dispersed city 
 - Need different approaches for services offered locally
 - Need to introduce more cloud-based services 

• A more mobile population
 - Need new ways to provide for transactional activity
 - Need consolidation of customer information 
 - Need more app-based transactional functionality
 - Need new ways of engaging with ratepayers

• Workplace skills
 - Need succession planning to stop loss of 

organisational intelligence
 - Need to upskill workforce as new technology is 

introduced
 - Could struggle to get skilled workers because of 

national and international competition

Natural events
• Disruption to or failure of multiple systems
• Disruption of service for essential workers
• Disruption of service to critical facilities
• Failure of or disruption to alert systems 
• Disruption to or failure of external organisations’ service 

provision

Globalisation
• Location may affect supply chains
• Currency fluctuations may affect budget
• Political or health emergencies may affect trade 

agreements
• Security systems may be compromised by cyber attacks
• Terrorism may result in local, national or international 

restrictions
• Production capabilities may be affected by climate 

change
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How we’re funded

A user-based financial model calculates a flat rate 
per user charge for our operational funding. Our 
capital expenditure is managed through the Capital 
Investment Programme. 

This is a simplified model of fund accumulation and 
does not necessarily show where the true costs of 
IT are derived. Nor does it provide a view of how 
efficient or inefficient business units are in their use of 
technology.

How it’s delivered

Delivery is via a combination of Council staff and 
tendered contracts with partner organisations and 
private providers. 

Our work often requires skill-sets not available 
in-house, so delivery may be completed using a 
combination of Council staff and external providers. 
Outsourcing is also used for areas of work that are not 
our core business.

Outsourcing selective services and increasing 
Software as a Service delivery highlights a need to 
strengthen strategic vendor management capabilities 
across IT.

We are increasingly customising or tailoring products 
to be Council-specific. This may increase operational 
costs where customisation relies on staff having 
specific skill sets.

Procurement of technology services also uses all-of-
government contracts negotiated centrally to benefit 
the public sector.

What it costs
Our budget for the activity that uses these assets in 
Year 1 of the Long Term Plan 2021-31 is $38.42 million 
(total activity net cost of service and capital spend), 
with the net operational expenditure projected at 

Our functions and services
Our goal is to deliver the required level of service to 
existing and future customers in the most cost-effective 
way. 

IT services are involved in almost all aspects of the 
Council’s business. We are responsible for the data 
network, information and communication technology 
hardware and software, cyber security and business 
continuity planning. 

We ensure the technology has the capability to meet 
the needs of elected members, staff and the public. We 
manage information and records, including 15.7 million 
digital records, 30,000 paper records and 1600 linear 
metres of historical records. 

Active monitoring and management of all IT assets 
ensures applications are appropriate and recur and 
replaced at the right time, and ensure capacity is adequate 
for the Council to operate. We operate a secure, robust and 
resilient data network which connects facilities, provides 
remote response capabilities for critical services (water, 
waste, transport operations and civil defence) and is a 
secure access point for sharing information with other 
government agencies. 

We provide IT helpdesk services to monitor systems and 
support staff, we provide expert advice to business units, 
and we manage cyber security risks. 

$25.67 million (net cost of service) and capital expenditure 
at $12.75 million (total capital spend). Tables for each area 
of spending are included in our activity plan.
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Looking ahead

If we are to be proactive to customer requirements a 
coordinated approach will be needed across all business 
units. This will ensure that any existing or proposed 
technology has the capacity to supply interactive data 
flows that build, at a high level, a profile of total business 
activity, and at a more granular level give total visibility to 
customers of all their dealings with council.

This work is still in development, but we know there 
will need to be more emphasis on social platforms as an 
avenue for undertaking transactional activity. Higher use 
of spatial platforms will be required to plot and model 
in-ground and above ground infrastructure. Monitoring 
will need to be more proactive, rather than reactive after 
an event. These will need to be tied to regulatory and 
financial systems that ensure we are meeting statutory 
obligations and providing value for money for ratepayers.

The IT Unit needs to become a partner to other business 
units, as enablers and adding value. This requires us to 
better understand the internal customer base and the 
services they provide.

This will enable renewal and replacement programmes 
to be developed that ensure all systems are optimally 
configured at all times. It will also ensure that adequate 
resources are in place to facilitate deployment 
programmes and that these are coordinated with the 
business owners to minimise any impact on normal 
operations.

Growth
In the current environment, growth will be driven by 
regional, national and global ‘new norms’. These will have 
to be assessed as they emerge and current programmes 
may need to reassessed for relevance.

Whatever our forward momentum looks like, we will 
need foundation investment to ensure systems are fit for 
purpose and provide an adequate level of future-proofing 
to ‘get the basics right’.

Continuous improvement
We have a strong commitment to improving our asset 
management practices, with a focus for the next two or 
three years on bringing these up to an appropriate level of 
capability.

An IT Asset Management Team Leader role has been 
established to facilitate these improvements. 

This is the IT Unit’s first Asset Management Plan. An 
internal Asset Maturity Assessment has been completed 
and clearly shows we are in a reactive, almost control 
status in our current management strategy.

Our aim is to ensure effective and sustainable asset 
management practices for IT.

The independent Asset Management Maturity Assessment 
process provides a sound basis for prioritising and 
monitoring improvements. We need to benchmark 
our internal assessments and conclusions against 
external entities and ensure plans are critiqued before 
implementation.

Our continuous improvement will be resourced through 
current operational funding as part of core delivery, 
however some investment will be needed for initial data 
gathering, consolidation and report creation.

Funding across Council is constrained, so it will be 
important to plan to ensure the highest priority 
improvements are delivered first and that future delivery 
costs are well understood, with sufficient funding 
allocated in the Long Term Plan 2021-31.
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 Where have we come from and where are we heading 

 Background 
Asset Management within IT has traditionally been focussed on the purchase and tracking of existing equipment.  The 
earthquakes of 2010 and 2011 saw equipment disbursed and redistributed where possible to meet operational needs 
within a compromised environment.   

Since that point concentration has been upon build and replacement.  This, by the nature of the need for rapid rebuild, 
has seen growth of systems in an organic fashion configured to all continuity of operation whilst also ensure continued 
access for citizens and customers to council systems. 

Asset Management since that time has centred round understanding what is connected and deployed within our system 
and will continue to do so.  To rationalize and optimize these systems an initial investment will be required, to ensure the 
platforms operating are fit for purpose today and also provide a roadmap going forward.  An example of this is the 
implementation of a new data network that will align our needs for connectivity to our strategic goals of improved 
resilience, robust operation and future proofing. 

The Asset team continues to maintain financial and condition data to support AP and LTP investment cycles relating to IT 
equipment, services and software based upon the activities of the last five years. 

 Looking Forward 
The IT Unit recognises that whilst management of resources in this arena has been adequate to date, a more robust view 
with policies that reflect the existing environment are now required.  With this in mind this will be the first Asset 
Management Plan for IT.  As part of this activity policies, guidelines and procedures will be reviewed and updated to 
reflect current operational practices. 

This work has already commenced with the undertaking of an internal asset maturity assessment, a review of what data 
and tools are required to ensure best practice. This will provide a pathway of development to be built upon its findings.  
This course of action will be validated with external oversight.  

This will be developed in partnership with the wider organisation and incorporates the investment roadmaps. 

All activity responses specific to IT will in the most part drawn from the Organisational Digital Strategy initiatives in 
conjunction with best practise IT methodologies. 

 Successes, Issues, Opportunities and Risks 

 Success Factors 
This Internal Service supports all the Community Outcomes through the organisational support provided by this Activity 
to the External Services of the Council.  Success will be measured by compliance with levels of service, which monitor 
responsiveness and system up time, in conjuction with the level of confidence exhibited by the business in the IT Unit as 
indicated by satisfaction surveys. 

 Strategic Issues and Risks 

Strategic Issues Responses 

Foundation Funding Understanding and quantifying the total cost of IT expenditure, capturing any current 
cost which may be sitting outside the mainstream and ensuring that our renewal and 
replacement programmes ensure that service levels are meet and maintained  

Establish Systems and 
Processes that Provide a 
Clear Overview of the 
Assets Managed 

Define exactly what assets the IT Unit is responsible for thereby allowing for appropriate 
asset management plans to be put into place that ensures consistency of maintenance 
programmes 

Power Management Ensuring that the IT Unit has an overview of all power capabilities wherever 
infrastructure is installed for the purpose of maintaining systems and solutions in 
optimal running order.  Where areas have been identified as BCP sites ensure that 



 
 

 

  

generators, UPS systems and battery backups are capable of meeting demand and are 
regularly maintained and tested  

Network Management Ensuring that wherever infrastructure is installed network capability is sufficient to 
maintain, monitor and support systems to permit optimal operating conditions.  Where 
sites have been identified as BCP sites ensure that dual connectivity is in place allowing 
for bi- directional routing to mitigate disruptions to network routes 

Monitoring of Systems Review, consolidate and where necessary replace the any tools used to monitor assets 
and systems to allow a clear view of what assets are in place, their current state of 
health, usage profiles both of device and software along with providing historical 
evidence of support to allow for informed decision making to be undertaken as part of 
the Renewal and Replacement programmes 

Business Confidence in IT 
Unit 

Ensuring that we understand customer need, articulating that need back to the 
customer in a way that shows the problems are understood. Researching and presenting 
solutions that not only address current need but are capable of upward migration to 
counter changes to the environment.  Once solutions are confirmed implement a project 
lifecycle that meets customer expectation and fully engages them in the process. At 
project closure demonstrate that the appropriate systems and policies are in place for 
support, maintenance, renewal and replacement within a BAU environment 

Funding Source Changes With the move from on premise solutions to more cloud based activities funding 
streams will move from a more Capex orientated stream to require a greater degree of 
Opex funding. 




























































































